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Internal 

Changelog for controllers fellerLYnk 

 

Firmware version: 2.7.0 

Product affected: 

• 36170-00.REG fellerLYnk 
 

Added: 

• User access: add user access settings for Applications, Touch and Advanced where you 
can provide a list of group addresses that a user can access  

• Automatic address range start for virtual objects  

 

Changed: 

• Touch: bugfixes and minor improvements  
• Touch: Schedulers created in Touch are propagated Configurator => Schedulers  
• applications: show core app links when apps access is set to "none"  
• applications: rework admin password change  
• configurator: fix virtual address range label and range validation  
• configurator: fix partial applications user access  
• configurator: fix language tags  
• configurator: add range setting for virtual objects  
• configurator: fix user access issues  
• flashsys: add onbeforeunload event when apply changes is shown  
• visualization: fix an issue when a text input status object is not of a string type  
• trends: fix absolute min/max mode for yearly view  
• ipblocker: block only the accessed port not all ports at once  
• modbus: fix mbproxy slave id setting  
• modbus: fix RTU port selection for read test  
• remove jstz library, replace with a built-in option  
• enable applications/Touch ACL  
• fix scheduler holidays ACL not working  
• check database vacuum into command result when backing up  
• timezone db update  

Security: 

• CORS – cross-origin resource sharing configuration. Up to 4 IP addresses / hosts which 
can use CORS 

 

 



Feller AG | Bergstrasse 70 | 8810 Horgen | 0844 72 73 74 | customercare.feller@feller.ch | www.feller.ch 
Feller SA | Chemin de Mongevon 25 | 1023 Crissier | 0844 72 73 74 | customercare.feller@feller.ch | www.feller.ch 

Internal 

Upgrade procedure: 

1.  Click Configurator -> System -> System -> Upgrade firmware 

2.  Find firmware for your product 

3.  Click OK 

Note: 

• It is highly recommended to create backup of your actual project before upgrade! 
• We recommend to use always the latest firmware because of optimalization of writing data 

to microSD cards, running services, cyber security etc. 
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